
PASSWORD CRACKING 

The table below illustrates how little time is needed to crack (decipher) any password 
using eight characters or less (even an eight digit password including upper and lower 
case letters, numbers and punctuation marks can be cracked in five minutes!).


A cursory examination of the table will confirm that your passwords should:


Be at least twelve characters in length

Should include upper and lower case letters, numerals and punctuation marks 

Be different for every account


A simple rule of thumb to create strong passwords that will be effectively immune to 
cracking is to select three random words, separate the first and second word with two 
numbers, separate the second and third word with two punctuation marks.


More on why Passkeys are safer and easier to use here.

For more Police advice on on Passwords tap here; on 2SV tap here.
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https://fidoalliance.org/passkeys/#faq
https://serocu.police.uk/passwords/
https://serocu.police.uk/2fa/

